
MANAGED SERVICES: IDENTITY AND ACCESS
MANAGEMENT

 

We have significant experience implementing the following for our clients:

• Created a consistent, flexible identity and policy architecture when communicating with 
   Cloud APIs, using oAUTH.
• Architected and configured Azure Active Directory Control Services for federated single 
   sign-on integration using OKTA (SAML) and oAUTH for Single Sign On between 3rd party 
   identity providers.
• Implemented custom branding for OKTA Single Sign On APP access panel.
• Configured Multi‐Factor authentication for OKTA software as a service (SaaS) applications.
• Integrated Azure AD with on premise AD and implementing identity and password 
   synchronization using AD Connect.
• Managed security and data compliance through Office 365 Protection Center and Azure 
   Trust Center.
• Integrated Azure AD with on premise AD and implementing identity and password 
   synchronization using AD Connect.
• Configured Multi‐Factor authentication for OKTA software as a service (SaaS) applications.
• Integrated Azure AD with on premise AD and implemented identity and password 
   synchronization using AD Connect
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